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O USO DA INTELIGENCIA ARTIFICIAL NO DIREITO: UMA PERSPECTIVA

ETICA AMPLIADA
THE USE OF ARTIFICIAL INTELLIGENCE IN LAW: AN EXPANDED ETHICAL
PERSPECTIVE
Gustavo Pereira de Albuquerque
Bruno Neves da Silva
RESUMO

O presente trabalho analisa criticamente o uso da Inteligéncia Artificial (IA) no ambito do
Direito Penal e do Processo Penal, considerando seus potenciais beneficios operacionais e 0s
riscos éticos e juridicos associados a sua incorporacao nas etapas de investigacao, producao de
provas e tomada de decisdo judicial. A pesquisa, de natureza qualitativa, exploratéria e
bibliografica, examina como a automacdo ¢ os sistemas algoritmicos afetam garantias
constitucionais fundamentais, tais como a legalidade, a proporcionalidade, a privacidade, o
contraditorio, a ampla defesa ¢ a presuncdo de inocéncia. A partir de revisdo teorica
interdisciplinar, envolvendo estudos nacionais sobre tecnologia juridica, ética, protecdo de
dados e responsabilizagdo penal, o estudo identifica tensdes relevantes entre eficiéncia
tecnologica e legitimidade processual. Os resultados apontam que, embora a IA contribua para
otimizar a andlise de grandes volumes de informagdo, agilizar rotinas e apoiar decisdes
complexas, sua utilizacdo apresenta riscos significativos quando ndo acompanhada de
supervisionamento humano qualificado, auditoria independente e marcos normativos claros.
Questoes como opacidade algoritmica, vieses incorporados em bases de dados, coleta
desproporcional de informagdes privadas e uso de modelos preditivos comportamentais
revelam fragilidades que podem comprometer a imparcialidade e a racionalidade das decisdes
judiciais. Também se verifica que a aplicacdo de técnicas neurocientificas e preditivas no campo
penal pode distorcer o juizo de culpabilidade, substituindo critérios normativos tradicionais por
estimativas estatisticas de risco incompativeis com o modelo garantista de responsabilizagao.
O estudo conclui que a adogao de sistemas de 1A no sistema penal deve estar condicionada ao
cumprimento de principios como legalidade, necessidade, proporcionalidade, transparéncia,
explicabilidade, validagdo cientifica, supervisdo humana e responsabiliza¢do institucional.
Esses parametros sdo indispensaveis para assegurar que a inovagao tecnologica seja integrada
de modo constitucionalmente adequado, preservando a dignidade humana, as garantias
processuais e a legitimidade democratica do exercicio do poder punitivo. Assim, a pesquisa
contribui para o debate juridico contemporaneo ao oferecer fundamentos criticos e diretrizes
que auxiliam na constru¢do de um modelo equilibrado de governanga algoritmica no sistema
de justica criminal.

Palavras-chave: inteligéncia artificial; processo penal, provas digitais; garantias
constitucionais;. justica algoritmica
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ABSTRACT

This study critically analyzes the use of Artificial Intelligence (AI) within the fields of Criminal
Law and Criminal Procedure, considering both its operational benefits and the ethical and legal
risks associated with its incorporation into investigative activities, evidence production, and
judicial decision-making. This qualitative, exploratory, and bibliographic research examines
how automation and algorithmic systems affect fundamental constitutional guarantees such as
legality, proportionality, privacy, the adversarial system, the right to full defense, and the
presumption of innocence. Based on an interdisciplinary theoretical review involving national
studies on legal technology, ethics, data protection, and criminal liability, the study identifies
significant tensions between technological efficiency and procedural legitimacy. The results
indicate that although Al can optimize the analysis of large volumes of data, streamline routines,
and support complex decision-making, its use poses substantial risks when not accompanied by
qualified human oversight, independent auditing, and clear regulatory frameworks. Issues such
as algorithmic opacity, biases embedded in training datasets, disproportionate data collection,
and the use of behavioral predictive models reveal vulnerabilities that may compromise the
impartiality and rationality of judicial decisions. The findings also demonstrate that applying
neuroscientific and predictive techniques in criminal contexts may distort the concept of
culpability by replacing traditional normative assessments with statistical risk estimates that are
incompatible with a garantist model of criminal responsibility. The study concludes that the
adoption of Al systems in criminal justice must be conditioned on the observance of principles
such as legality, necessity, proportionality, transparency, explainability, scientific validation,
human supervision, and institutional accountability. These parameters are essential to ensure
that technological innovation is integrated in a constitutionally appropriate manner, preserving
human dignity, procedural safeguards, and the democratic legitimacy of the punitive power of
the state. Thus, the research contributes to the contemporary legal debate by offering critical
foundations and guidelines that support the development of a balanced model of algorithmic
governance within the criminal justice system.

Keywords: artificial intelligence; criminal procedure; digital evidenc;. constitutional
guarantees; algorithmic justice.

1. INTRODUCAO

Os avancos recentes da inteligéncia artificial transformaram profundamente a forma
como 6rgdos estatais e institui¢des privadas produzem, organizam e analisam informagdes. No
ambito do Direito Penal e Processual Penal, tais transformagdes afetam diretamente categorias
fundamentais como prova, processo, imputacdo e decisao judicial. Conforme observa Sousa et
al. (2020), a expansdo de tecnologias cognitivas e preditivas ‘“desestabiliza categorias
tradicionais do direito penal”, exigindo reformula¢des doutrindrias e institucionais. A crescente
dependéncia de sistemas automatizados para fins investigativos e decisorios inaugura um
cenario ambivalente: a0 mesmo tempo em que amplia capacidades analiticas, também suscita

inéditos riscos éticos e juridicos.
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De um lado, mecanismos algoritmicos permitem o tratamento acelerado de grandes
volumes de dados, otimizam rotinas burocraticas e favorecem analises complexas que, sem tais
tecnologias, seriam inviaveis. Fidalgo (2022) destaca que sistemas de IA empregados na analise
de vestigios digitais ampliam a eficiéncia da persecucdo penal, auxiliando na reconstrucao de
eventos e na identificacdo de padrdes relevantes. De outro lado, tais beneficios convivem com
riscos expressivos, como vieses discriminatdrios, opacidade técnica, erros sistematicos e
deterioragdo das garantias processuais. Bell¢ e Souza (2025) demonstram que a sofisticagao das
manipulagdes digitais intensifica a dificuldade de aferir autenticidade e integridade das provas,
refor¢cando a necessidade de parametros rigorosos de confiabilidade. Além disso, como alerta
Santos (2022), o uso de modelos preditivos em decisdes cautelares e na individualizacdo da
pena pode converter juizos normativos em estimativas probabilisticas, tensionando principios
como presuncao de inocéncia, dignidade humana e individualizagao.

Nesse contexto, torna-se imprescindivel estabelecer critérios cientificos, éticos e
juridicos que orientem o emprego de sistemas de A assegurando a compatibilidade com os
fundamentos constitucionais do processo penal. Valente e Januario (2024) destacam a auséncia
de validagao robusta de diversos instrumentos automatizados, especialmente aqueles utilizados
como “poligrafos algoritmicos”, enfatizando que tais métodos carecem de confiabilidade
empirica e transparéncia suficientes para fundamentar decisoes judiciais. Do mesmo modo,
Krum (2025) demonstra que a admissibilidade de provas geradas por IA depende de rigorosos
padrdes de verificabilidade, auditabilidade e supervisdo humana, sob pena de comprometer o
devido processo legal.

Assim, este trabalho se propde a examinar de forma aprofundada os impactos juridicos,
probatorios e éticos decorrentes da utilizagdo de inteligéncia artificial no processo penal,
identificando riscos e propondo diretrizes estruturais para uma atuagdo estatal tecnicamente

eficiente e constitucionalmente adequada.

1.1 OBJETIVO GERAL

O objetivo geral deste estudo ¢ analisar criticamente a utilizacdo de sistemas de
inteligéncia artificial no Direito Penal e Processual Penal, com énfase nos impactos sobre a
producdo probatodria, na formacdo da imputacdo penal, na decisdo judicial e nas garantias
processuais, propondo parametros éticos, cientificos e juridicos que assegurem a

compatibilidade desses sistemas com um modelo constitucional de justica penal.
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1.2 OBJETIVOS ESPECIFICOS

Em consonéncia com o objetivo geral da pesquisa, este trabalho desenvolve um conjunto
de objetivos especificos que orientam sua estrutura analitica. O estudo busca, inicialmente,
realizar uma analise critica do uso da inteligéncia artificial no Direito Penal e no Processo Penal,
examinando seus impactos na produgdo, obtencao e avaliagdo das provas. Além disso, procura
investigar de que modo essas tecnologias influenciam a imputagdo penal e a formagdo das
decisdes judiciais, bem como identificar os riscos €ticos e juridicos decorrentes de seu emprego,
especialmente no que se refere a privacidade, a proporcionalidade e a protecao de dados.

Outro ponto central consiste em avaliar os efeitos da opacidade algoritmica sobre a
observancia do contraditorio, sobre a motivacao das decisdes e sobre a adequada distribuicao
de responsabilidades entre os agentes envolvidos. A partir dessas analises, pretende-se propor
diretrizes juridicas e operacionais capazes de assegurar um uso eficiente, transparente e
constitucionalmente adequado das ferramentas de inteligéncia artificial no ambito da justiga
criminal.

Com esses propdsitos, o estudo busca contribuir para o debate doutrinario e institucional
acerca dos rumos do sistema penal em um cenario marcado pela incorporagdo crescente de
tecnologias sofisticadas. Em ultima instancia, pretende-se promover uma reflexao que concilie
o potencial da inovagdo com a preservacao das liberdades individuais, das garantias processuais

e da legitimidade democratica que deve orientar a atuacao estatal na esfera penal.

2. REVISAO TEORICA

2.1. POTENCIALIDADES E RISCOS ETICOS DA TA EM CONTEXTOS JUDICIAIS

Para compreender o impacto da inteligéncia artificial no sistema de justica, € necessario
esclarecer inicialmente o conceito de IA. De acordo com Ivania Bizelli, a IA corresponde a
sistemas computacionais capazes de aprender padrdes, executar tarefas cognitivas e tomar
decisdes a partir de dados estruturados e ndo estruturados, utilizando modelos matematicos e
estatisticos (BIZELLI, 2021). No mesmo sentido, Gabriele Magalhdes afirma que esses
sistemas funcionam a partir de algoritmos treinados em grandes bases de dados, adquirindo
capacidade preditiva e classificatoria relevante para atividades juridicas (MAGALHAES,
2020).

A introducao de sistemas automatizados no Direito, entretanto, ndo pode ser

compreendida apenas sob o aspecto técnico. O campo juridico, como explica Luis Roberto
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Barroso, ¢ estruturado por principios constitucionais e garantias fundamentais que orientam a
atuacao do Estado e protegem o cidadao contra abusos, assegurando devido processo legal,
motivacao das decisdes e controle democratico (BARROSO, 2019). Assim, a aplicagao de

tecnologias em processos judiciais exige compatibilidade com esses valores fundantes.

2.1.1. EFICIENCIA E CELERIDADE VERSUS LEGITIMIDADE E SUPERVISAO OS
SISTEMAS DE IA TRAZEM GANHOS PRATICOS

Os sistemas de IA oferecem contribuigdes relevantes ao funcionamento do Judiciario
brasileiro. Conforme observa Taina Aguiar, algoritmos podem apoiar a andlise de grandes
volumes de documentos, a triagem de peti¢des, a identificacdo de precedentes relevantes e a
organizacgdo de acervos processuais, o que tende a aumentar a celeridade e reduzir a carga de
trabalho repetitiva (AGUIAR, 2021). O Conselho Nacional de Justi¢ca ja reconhece tais
beneficios em diversos relatérios, apontando que ferramentas automatizadas podem auxiliar na
padronizac¢do de rotinas e na otimizacao da gestdo processual (CNJ, 2020).

No entanto, a centralidade da eficiéncia ndo pode comprometer a legitimidade das
decisdes judiciais. Danilo Doneda, um dos principais especialistas brasileiros em prote¢ao de
dados, alerta que a adocdo de algoritmos sem transparéncia suficiente pode gerar riscos
significativos ao contraditério e a protecdo de direitos fundamentais, especialmente quando
envolve dados sensiveis ou decisdes que impactam a liberdade e a privacidade (DONEDA,
2022).

A opacidade algoritmica ¢ um dos principais desafios. Para Raquel de Mattos Pimenta,
a falta de explicabilidade dos modelos utilizados pode fragilizar o controle judicial, dificultar a
contestacdo técnica e juridica das decisdes e comprometer a propria motivagao dos atos
processuais (PIMENTA, 2021). Em casos criminais, nos quais a responsabilidade estatal se
exerce de modo direto sobre o corpo e a liberdade do cidadao, essa opacidade representa risco
incompativel com o devido processo legal.

Assim, embora as tecnologias algoritmicas ampliem a eficiéncia e a capacidade
operacional do Judiciario, sua utilizacdo deve permanecer submetida a padrdes rigidos de
supervisdo humana, transparéncia, auditabilidade e prote¢do de dados pessoais. O equilibrio
entre inovagdo e garantias constitucionais €, portanto, indispensavel para assegurar que o uso

de IA permaneca legitimo e coerente com o Estado Democréatico de Direito.
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2.1.2. PRIVACIDADE, AUTONOMIA E LIMITES A RECOLHA E UTILIZACAO DE
DADOS

O avango da automacao na coleta, tratamento e andlise de provas digitais ampliou
significativamente o potencial de intrusdo na esfera privada dos individuos. Como destaca
Danilo Doneda, a expansao das tecnologias de vigilancia e mineracdo de dados permite a
construcdo de perfis detalhados, muitas vezes baseados em inferéncias que o proprio titular ndo
forneceu diretamente, o que intensifica os riscos de violagdo da privacidade e da
autodeterminagdo informativa (DONEDA, 2019). A capacidade dos algoritmos de
correlacionar multiplas bases e extrair padrdes ocultos faz com que informagdes aparentemente
dispersas ganhem novos significados quando tratadas em conjunto, aumentando o poder
investigativo do Estado, mas também o potencial de abuso.

No contexto penal e processual penal, a situag@o torna-se ainda mais sensivel. Segundo
Pierpaolo Bottini e Gustavo Badaro6, a coleta e o emprego de dados digitais para fins probatorios
devem observar estritamente os limites constitucionais impostos a intervengdo estatal,
especialmente no que se refere ao direito a intimidade, a inviolabilidade de dados e a protecao
contra provas ilicitas (BOTTINI; BADARO, 2021). A falta de regulamentagdo processual
especifica para novas formas de obtencao de dados, como metadados, histdrico de localizacao,
registros comportamentais ou perfis algoritmicos, cria lacunas normativas que podem resultar
em praticas desproporcionais ou incompativeis com o devido processo legal.

Além disso, muitos procedimentos tecnologicos aplicados no ambito investigativo nao
possuem transparéncia suficiente, o0 que compromete a autonomia individual e dificulta o
controle posterior, tanto pelo Judiciario quanto pela defesa. Para Laura Schertel Mendes, a
protecao de dados pessoais ndo se esgota em garantir confidencialidade, mas envolve assegurar
ao individuo capacidade de controle, previsibilidade e compreensdo sobre o tratamento de seus
dados, especialmente em contextos coercitivos como o penal (MENDES, 2020).

Diante desse cenario, a ética e o Direito exigem a aplicagdo rigorosa dos principios da
necessidade, adequacao e proporcionalidade, consagrados na Constitui¢ao Federal e reiterados
na Lei Geral de Protecdo de Dados Pessoais (LGPD — Lei n. 13.709/2018). Isso implica que o
Estado deve coletar apenas os dados estritamente necessarios para a finalidade investigativa,
aplicando técnicas de minimizagdo, anonimizag¢ao ou pseudonimizacdo sempre que possivel.
Deve, ainda, limitar temporalmente a retencao de dados, assegurar sua destrui¢do quando nao
forem mais necessarios e implementar mecanismos de controle, auditoria e rastreabilidade que

permitam avaliar eventuais abusos.
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Tais salvaguardas sdo indispensaveis para equilibrar o uso de tecnologias avangadas
com a preservacao da dignidade humana e das garantias constitucionais que estruturam o

processo penal em um Estado Democratico de Direito.

2.2. OPACIDADE ALGORITMICA (CAIXA PRETA), EXPLICABILIDADE E DIREITO
AO ESCRUTINIO

Em particular redes neurais profundas que frequentemente operam com elevada
opacidade interna, dificultando a compreensao de como entradas conduzem a saidas. Essa
caixa-preta compromete a atribuicdo de responsabilidade, torna dificil o exercicio do
contraditorio e dilui a confianga publica nas institui¢des.

Assim, exigem-se niveis adequados de explicabilidade (explainability) e auditabilidade
sempre que sistemas de IA sejam utilizados para sustentar decisdes administrativas ou judiciais:
documentagao técnica acessivel, possibilidade de pericia independente e transparéncia sobre
métricas de desempenho e limitagdes.

2.3. 1A, NEUROCIENCIAS E OS LIMITES DA CAUSALIDADE E DA CULPABILIDADE

A convergéncia entre avangos das neurociéncias e técnicas algoritmicas suscita questdes
sensiveis quanto a causalidade e a imputacdo penal. H4 o perigo de reduzir o juizo de
culpabilidade a explicagdes de ordem causal ou neurobiologica, ou de legitimar decisdes
punitivas com base em predicdes estatistico-cientificas de risco comportamental.

Converter estimativas tecnocientificas em fundamento exclusivo para punicdo
preventiva ou agravamento de penas compromete principios centrais do direito penal — como
0 juizo normativo sobre a capacidade de agir segundo normas — e pode gerar formas de
responsabilizac¢do antecipatoria.

Eticamente, ¢ imprescindivel manter a centralidade do juizo de imputacdo, tratando
evidéncias neurocientificas e predi¢des algoritmicas como elementos auxiliares, sujeitos a

escrutinio critico, € ndo como substitutos do exame normativo.

2.4. PROVAS AUTOMATIZADAS: CRITERIOS DE ADMISSIBILIDADE E
SALVAGUARDAS PROCESSUAIS

A expansdao das chamadas tecnologias de “poligrafo 2.0”, sistemas de analise
comportamental automatizada e outros instrumentos baseados em IA demonstra que a
admissibilidade de provas algoritmicas ndo pode ocorrer de maneira automatica. Conforme

explica Gustavo Badaro, toda prova submetida ao processo penal deve ser avaliada a partir de
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critérios de confiabilidade, metodologia e respeito as garantias fundamentais,
independentemente de sua origem tecnologica (BADARO, 2021).

Nesse cenario, torna-se necessaria a criagao de standards técnicos e judiciais minimos
que assegurem a validade e a confiabilidade das ferramentas utilizadas. Tais critérios incluem
validagdo empirica independente, robustez metodoldgica comprovada, representatividade das
bases de treinamento, transparéncia das métricas de desempenho — como taxas de falsos
positivos e falsos negativos, sensibilidade e especificidade — e garantias de replicabilidade dos
resultados. Além disso, plataformas automatizadas devem implementar medidas de mitigacao
de vieses, especialmente em contextos criminais nos quais decisdes afetam diretamente a
liberdade individual.

Paralelamente, os requisitos processuais cldssicos precisam ser rigorosamente
observados. A licitude da obtengdo dos dados, o cumprimento do principio da
proporcionalidade e a garantia do contraditorio técnico sdo indispensaveis. A defesa deve ter
acesso aos relatdrios, parametros utilizados, bases de dados e possibilidade de requerer pericia
independente. Como destaca Ada Pellegrini Grinover, o contraditério ndo se limita a
participagdo formal, mas implica plena possibilidade de contestagdo técnica e acesso aos
elementos que fundamentam a prova (GRINOVER, 2017). A supervisdo humana permanece
essencial, especialmente na interpretagdo e ponderagdo dos resultados apresentados por
sistemas automatizados.

H4 ainda a avalicao de risco e os perigos da justica preditiva, em casos do uso de
ferramentas de avalia¢do preditiva de risco criminal, incluindo modelos similares ao software
COMPAS, ja demonstraram vieses, inconsisténcias e limitagdes metodologicas que podem
resultar em decisdes discriminatdrias. No Brasil, diversos pesquisadores tém alertado para esse
problema. Para Raquel Pimenta, algoritmos de risco tendem a reproduzir desigualdades
historicas presentes nas bases de dados, o que pode comprometer a neutralidade das decisdes
judiciais e reforcar estigmas sociais (PIMENTA, 2021).

A utilizacdo dessas ferramentas para determinar medidas cautelares, avaliar liberdade
proviséria ou individualizar penas demanda prudéncia extrema. A justica penal, enquanto
instancia normativa, ndo pode transformar-se em um mecanismo de gestdo estatistica de
probabilidades. Previsdes algoritmicas devem ser tratadas apenas como elementos
informativos, sempre sujeitos a verificacdo critica, & contraposi¢do por outras provas € a
supervisao humana rigorosa. Isso ¢ fundamental para preservar a presuncao de inocéncia, a

individualizagdo da pena e a dignidade da pessoa humana.
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2.5. PRINCIPIOS ETICOS E ORIENTACOES PARA REGULACAO E PRATICA
INSTITUCIONAL

A construcao dos principios éticos aplicaveis ao uso de sistemas de Inteligéncia
Artificial no ambito juridico deriva de um conjunto consistente de referenciais normativos e
doutrinarios brasileiros que orientam a incorporagdo responsavel dessas tecnologias. O primeiro
deles ¢ o principio da legalidade e da previsibilidade, amplamente discutido por Laura Schertel
Mendes e Danilo Doneda, que defendem que qualquer atividade estatal envolvendo tratamento
de dados pessoais ou interven¢do automatizada deve estar estritamente amparada por base legal
especifica, clara e acessivel, garantindo seguranca normativa e evitando discricionariedade
tecnologica. Esse entendimento também ¢ refor¢ado pelas diretrizes da Estratégia Brasileira de
Inteligéncia Artificial, que exige que aplicacdes de IA estejam vinculadas a finalidades
legitimas, limites definidos e mecanismos transparentes de controle.

O principio da necessidade e da proporcionalidade, igualmente consolidado na doutrina
nacional, ganha destaque a partir de autores como Bruno Bioni e Miriam Wimmer, para os
quais tecnologias automatizadas s6 podem ser adotadas quando o meio escolhido for
estritamente necessario e proporcional ao fim juridico pretendido. A LGPD reforca essa
orientacdo ao determinar que o tratamento de dados deve se limitar a0 minimo necessario para
a realiza¢do da finalidade, impondo um controle estrutural sobre o uso de solugdes de alta
intrusividade.

A transparéncia, a explicabilidade e a auditabilidade dos sistemas algoritmicos
constituem outro eixo fundamental, advindo do trabalho de Virgilio Almeida e do relatorio do
CGIL.br sobre governanca algoritmica. Ambos afirmam que sistemas de [A utilizados pelo poder
publico precisam permitir auditorias independentes, documentacdo técnica acessivel e
mecanismos que viabilizem o escrutinio externo. Do ponto de vista juridico, essa exigéncia
assegura o direito a informacao, refor¢a o contraditorio técnico e evita a chamada “caixa-preta
algoritmica”, problema identificado por diversos pesquisadores no campo do Direito e da
Computacao no Brasil.

O principio da supervisdo e da decisdo humana decorre da compreensdo, amplamente
discutida por Ronaldo Lemos e Carlos Affonso Souza, de que decisdes que impliquem
restrigdes significativas de direitos fundamentais — como liberdade, privacidade ou acesso a
garantias processuais — ndo podem ser integralmente automatizadas. A interven¢do humana

qualificada funciona como salvaguarda da legitimidade institucional, permitindo correcdo de
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erros, revisdo judicial e motivacao adequada dos atos decisdrios, algo indispensavel no Estado
Democratico de Direito.

Outro principio essencial ¢ o da validagdo cientifica e dos padrdoes de qualidade,
amplamente defendido por Renato Rocha Souza e também incorporado a documentos técnicos
como os relatorios do ITS-Rio e do C4AI/USP. Essas iniciativas destacam a necessidade de que
modelos de IA utilizados no sistema de justi¢a sejam empiricamente validados, com divulgacao
de benchmarks, métricas de desempenho, representatividade dos dados e processos continuos
de auditoria e atualizagdo. Tal exigéncia busca evitar vieses, garantir robustez metodologica e
preservar a integridade cientifica das ferramentas introduzidas em ambientes judiciais.

Além disso, a protecao de dados e as praticas de minimizagao representam principios
estruturantes, formalizados pela LGPD e amplamente analisados por Doneda, Bioni e outros
pesquisadores brasileiros. Esses autores destacam que o tratamento de dados em sistemas de IA
deve observar medidas de privacy by design, limites rigidos de reten¢do, anonimizagao quando
possivel e controles organizacionais efetivos. O objetivo central ¢ preservar a privacidade e a
dignidade dos individuos, especialmente em contextos sensiveis como investigagdes criminais,
persecucgdo penal ou sistemas de vigilancia institucional.

Por fim, o principio da responsabilizacdo técnica e institucional decorre diretamente da
LGPD, do Marco Civil da Internet e da doutrina de governanca algoritmica no Brasil, que
enfatiza a necessidade de identificar claramente as responsabilidades entre desenvolvedores,
fornecedores e usudrios institucionais. A existéncia de mecanismos de reparagdo por danos, de
controles de accountability e de supervisdo continua garante que o uso da IA pelo sistema de
justica se mantenha alinhado aos valores constitucionais, evitando arbitrariedades e

assegurando a prote¢do dos direitos fundamentais.

3. PROCEDIMENTOS METODOLOGOGICOS

O presente estudo adota uma abordagem metodoldgica qualitativa, exploratéria e
bibliografica, estruturada para analisar criticamente os impactos ético-juridicos decorrentes da
aplicacao de sistemas de Inteligéncia Artificial (IA) no Direito Penal e no Processo Penal. A
opcdo pelo método qualitativo decorre da necessidade de interpretar fenomenos juridicos
complexos a luz dos valores constitucionais que norteiam a persecucdo penal, como a
legalidade, a presun¢ao de inocéncia, o contraditério e o devido processo legal, fundamento
amplamente reconhecido pela doutrina penal e constitucional brasileira (GOMES, 2021;

NUCCI, 2022).
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A pesquisa bibliografica compreendeu a consulta a fontes doutrinarias contemporaneas,
artigos cientificos, relatdrios técnicos e documentos institucionais que discutem a interface
entre tecnologia, ética e responsabilizacdo penal. Entre os autores brasileiros consultados
destacam-se Doneda (2006), Schertel Mendes e Doneda (2019), Bioni (2021), Almeida (2018)
e Lemos e Souza (2018), cujos trabalhos analisam a governanga algoritmica, a prote¢ao de
dados e os impactos dos sistemas automatizados na esfera dos direitos fundamentais. A
presenca de pesquisas recentes sobre [A no sistema de justica, como as realizadas por Wimmer
(2020), Machado (2020) e Souza (2021), reforca o carater atual e interdisciplinar do tema.

A natureza exploratoria da pesquisa justifica-se pela auséncia de normatizagao
consolidada no Brasil acerca do uso de sistemas automatizados no processo penal. Embora
existam diretrizes gerais sobre prote¢ao de dados e decisdes automatizadas previstas na LGPD
(Lei n® 13.709/2018) e orientagdes da Estratégia Brasileira de Inteligéncia Artificial (EBIA,
2021), o campo permanece em formagdo, exigindo investigacdo capaz de mapear lacunas,
riscos e possibilidades regulatorias.

O estudo adota ainda uma abordagem interdisciplinar, articulando fundamentos do
Direito Penal e Processual Penal, da Etica Juridica, da Ciéncia da Computagao e dos Estudos
de Governanga Algoritmica. Essa articulagdo ¢ necessaria porque os desafios trazidos pela [A
nao se limitam ao dominio juridico, envolvendo aspectos técnicos como funcionamento de
modelos algoritmicos, opacidade estrutural, viés de dados, auditabilidade e confiabilidade
cientifica (SOUZA, 2021; CGLbr, 2020).

A coleta de dados ocorreu de forma indireta, mediante analise de fontes secundarias,
incluindo: livros, artigos académicos, decisoes judiciais, documentos publicos, relatorios de
institui¢des brasileiras (como o NIC.br, o ITS-Rio e o Ministério da Justica), legislacdes
aplicaveis e pareceres técnicos de 6rgdos reguladores. Para complementar o debate, também
foram considerados documentos internacionais amplamente utilizados como parametro
normativo no Brasil, como diretrizes da OCDE, da UNESCO e do Conselho da Europa sobre
regulagdo ética da IA.

O método interpretativo predominante ¢ o hermenéutico-sistematico, orientado a
integrar os principios constitucionais as novas dindmicas de producdo de provas e tomada de
decisdo automatizada. Esse método permite preservar a coeréncia interna do ordenamento
juridico, evitando que solucdes tecnologicas contrariem garantias fundamentais. Em paralelo,
utiliza-se também a analise ética aplicada, que possibilita a identificacdo de riscos e a
formulagdo de diretrizes juridico-operacionais capazes de reconciliar eficiéncia tecnologica,

controle institucional e protecao da dignidade humana.
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4. ANALISE DOS RESULTADOS

A andlise dos materiais estudados evidencia que a incorporagao de sistemas de
Inteligéncia Artificial no ambito do Direito Penal e Processual Penal produz um cenéario
ambivalente, marcado simultaneamente por oportunidades e riscos. De um lado, observa-se um
incremento significativo na eficiéncia investigativa e na capacidade de processamento de
grandes volumes de dados, permitindo a triagem acelerada de informacgdes, a identificagao de
padrdes e a reducdo do tempo destinado as rotinas técnico-probatorias. De outro lado, verifica-
se que tais ferramentas introduzem desafios que repercutem diretamente sobre garantias
constitucionais estruturantes, exigindo uma reflexao critica acerca da legitimidade e dos limites
ético-juridicos de sua utiliza¢do no processo penal.

Os resultados confirmam que a coleta e andlise automatizada de dados podem gerar
violagdes a privacidade e a intimidade dos investigados, sobretudo quando se ampliam as
fronteiras da vigilancia digital para além do necessario. Em situa¢des em que nao ha vinculagdo
clara a finalidades legitimas ou em que sdo ignorados os pardmetros da necessidade e
proporcionalidade, o uso de mineragdo massiva de dados tende a violar o art. 5°, inciso X, da
Constituicao Federal. Como apontam Souza (2020) e autores correlatos, a auséncia de limites
normativos especificos favorece o risco de obtencdo de provas ilicitas, ampliando a
possibilidade de contaminagdo do processo penal e comprometendo sua validade.

Outro achado relevante diz respeito a opacidade algoritmica, um dos fatores mais
criticos para o controle juridico da IA. A dificuldade técnica de compreender a logica interna
dos modelos algoritmicos impede o pleno exercicio do contraditdrio e compromete a ampla
defesa. Conforme observam Valente e Januario (2024), essa opacidade reduz a auditabilidade
das decisdes e enfraquece a fundamentacdo racional exigida do julgador, uma vez que o
magistrado ndo pode avaliar adequadamente a origem, a qualidade e as limitagdes dos
resultados apresentados por sistemas automatizados. Os resultados indicam, portanto, a
necessidade de requisitos institucionais de explicabilidade, documentacdo técnica minima e
auditoria independente, assegurando que as decisdes judiciais permanegam sob controle
humano efetivo.

No que se refere ao Direito Penal material, os resultados apontam que a utilizagao
combinada de neurociéncias, técnicas de perfilamento e algoritmos preditivos pode gerar riscos
de determinismo tecnologico. Quando predigdes estatisticas sdo convertidas em elementos

centrais para definir perigosidade, risco de reincidéncia ou propensao ao delito, compromete-
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se o principio da culpabilidade. Conforme sustentam Zaffaroni (2013) e Ferrajoli (2019), a
responsabilidade penal deriva de um juizo normativo sobre a autodeterminagdo do agente, e
ndo de modelos probabilisticos baseados em correlacdes estatisticas. Esse risco se intensifica
quando tecnologias semelhantes as utilizadas em sistemas internacionais, como o COMPAS,
passam a influenciar interpretacdes judiciais, podendo gerar distor¢des decisérias e praticas
punitivas incompativeis com o Estado Democratico de Direito.

Na parte ética da aplicacdo dos principios constitucionais, tem-se que a partir das fontes
consultadas para elaborar a revisao tedrica e os estudos propostos por este trabalho, ¢ mostrado
0 Quadro 1, em que sdo citados os principios €ticos e orientagcdes para regulacdo do uso das

tecnologias de acordo com o principio correspondente sua respectiva proposta de regulacao:

Quadro 1 — Regulacéo da Inteligéncia Artificial no Direito pautada pelos Principios Eticos
Principio Etico Proposta de Regulacao

Qualquer utilizagdo de Inteligéncia Artificial que produza impacto
sobre direitos deve estar expressamente prevista em norma legitima,
Legalidade e clara e acessivel, definindo finalidades especificas e limites
previsibilidade objetivos de aplicagdo. O principio assegura que a inovacao
tecnologica se mantenha subordinada a ordem juridica e a
seguranga normativa.
A adogdo de solucdes automatizadas s6 se justifica quando
demonstrada a sua estrita necessidade e submetida a um teste
Necessidade e concreto de proporcionalidade. Deve-se avaliar se o meio
proporcionalidade tecnolodgico ¢ adequado, necessario e equilibrado em relacao ao fim
juridico pretendido, preservando-se os direitos fundamentais dos
individuos afetados.
Os sistemas algoritmicos devem permitir auditoria técnica
independente, com documenta¢do acessivel que viabilize a

Transparéncia, ~ NP e
explicabilidade e compreensdo dos pressupostos, das limitagcdes e das métricas de
o desempenho. Esse principio assegura o direito a informagdo e a

auditabilidade P P P g ¢

possibilidade de escrutinio técnico e juridico, prevenindo
arbitrariedades.

As decisdoes que impliquem restricdo de direitos fundamentais
devem permanecer sob supervisdo e responsabilidade humanas. A
intervencdo humana qualificada garante a legitimidade e a
motivagdo racional das decisdes, além de assegurar o direito a
revisdo judicial e a contestacdo de eventuais erros algoritmicos.
Exige-se que os sistemas de IA utilizados em contextos juridicos
sejam validados empiricamente por institui¢des independentes, com
divulgacdo de benchmarks, indicadores de desempenho e critérios
de atualizacdo continua. Esse principio assegura a confiabilidade
técnica e a integridade cientifica dos resultados produzidos.
Deve-se observar a implementacdo de politicas de privacy by
design, limitacdo de acesso e retengdo de dados, bem como
salvaguardas organizacionais adequadas. O objetivo é proteger a

Supervisao e decisao
humana

Validagao cientificae
padrdes de qualidade

Protegdo de dados e
minimizagao




22

privacidade e a dignidade das pessoas, em conformidade com a Lei
Geral de Protecao de Dados Pessoais (Lei n° 13.709/2018).
Determina-se a clara definicdo de responsabilidades entre
desenvolvedores, fornecedores e usuarios institucionais, incluindo

Responsabilizagao mecanismos de reparacao por danos decorrentes de falhas, vieses
técnica e institucional | ou mau uso da tecnologia. Tal principio garante que a utilizacao da
IA no sistema de justica se mantenha sob controle ético e juridico
efetivo.

Fonte: elaborado pelo autor.

No campo processual, os resultados evidenciam ainda a necessidade de definicao de
critérios rigorosos para a admissibilidade de provas automatizadas. A literatura analisada
reforca que a fiabilidade de tais provas depende de validagdo empirica independente,
representatividade das bases de treinamento, mitigacao de vieses e divulgagdo de métricas de
desempenho. Como discute Fidalgo (2022), a auséncia desses elementos pode transformar a [A
de instrumento auxiliar em mecanismo que introduz erro e parcialidade na produgao probatoria.
Além disso, a andlise demonstra que garantias processuais classicas precisam ser
reconceitualizadas para esse novo contexto, incluindo o contraditorio técnico, o acesso as
informagdes subjacentes ao algoritmo e a supervisao humana qualificada.

Por fim, os achados convergem no sentido de que a adog@o de IA no sistema de justiga
penal exige regulacdo ética e juridica especifica, voltada a assegurar seguranca normativa,
previsibilidade decisoéria e compatibilidade constitucional. Os resultados apontam que tal
regulagdo deve estar alinhada a principios como legalidade, transparéncia, proporcionalidade,
supervisao humana, explicabilidade e responsabilizagdo técnica. Assim, conclui-se que a
inovagdo tecnologica pode fortalecer a atuacdo estatal e aperfeicoar procedimentos
investigativos e decisorios, desde que submetida a salvaguardas robustas capazes de preservar
os pilares garantistas que fundamentam o processo penal brasileiro.

Para sintetizar os principais achados desta andlise, apresenta-se a seguir um quadro de

consolidagdo dos resultados.

Quadro 2 - Sintese dos Principais Resultados sobre o Uso de IA no Processo Penal
Aspecto Avaliado Resultados Identificados
Identificou-se que algoritmos podem reproduzir e ampliar
desigualdades ja existentes nos dados historicos, influenciando
previsoes de reincidéncia e decisdes cautelares.
Transparéncia e A opacidade dos sistemas limita o controle judicial, dificulta a
Explicabilidade contestacao técnica e fragiliza o devido processo legal.

Vieses
Algoritmicos
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Impacto nas Foram observados riscos significativos a presunc¢ao de inocéncia, a
Garantias imparcialidade deciséria e a legalidade quando had dependéncia
Fundamentais excessiva de sistemas ndo auditéveis.

Beneficios Maio'r eficiéncia, padronigag?o de rotinas e economia gle tempo fo‘ra~m
Potenciais identificados como possiveis ganhos, desde que exista supervisao

humana constante.

Constatou-se déficit regulatorio no Brasil em comparagao a paises que
Cenario Normativo | j& adotam diretrizes robustas de governanga e responsabilidade
algoritmica.

Fonte: elaborado pelo autor.

Ha algumas recomendagdes praticas para operadores do sistema de justica além dos
principios, recomenda-se a adogdo de medidas concretas por tribunais, procuradorias e forgas
de investigagdo:

e Exigir relatérios técnicos detalhados e verificdveis antes de admitir provas
automatizadas;

e Promover pericias independentes e multidisciplinares;

¢ Criar comissdes ou painéis consultivos com especialistas juridicos, técnicos e éticos
para avaliar novas tecnologias;

e Instituir politicas internas de governanca, registos de auditoria e protocolos de
utilizacao;

e Investir em formagao continuada de magistrados, defensores e membros do Ministério

Publico sobre capacidades, limitacdes e riscos das técnicas de IA.

5. CONSIDERACOES FINAIS

A presente pesquisa permitiu identificar que a incorporagdo de sistemas de Inteligéncia
Artificial no ambito penal e processual penal brasileiro constitui um movimento irreversivel,
acompanhando a transformacao digital que j& impacta diversas areas da administra¢ao publica.
No entanto, o estudo evidenciou que essa integracdo nao pode ocorrer de maneira acritica ou
desregulada, sobretudo porque envolve esferas sensiveis de protecao de direitos fundamentais,
como liberdade, privacidade, devido processo legal e presuncao de inocéncia.

Os resultados demonstraram que os ganhos de eficiéncia proporcionados pela 1A, ainda
que relevantes, ndo sdo suficientes para justificar sua ado¢do indiscriminada. A triagem
acelerada de informagdes, a automatizagdo de rotinas e o auxilio em tarefas investigativas sao

beneficios reais, mas convivem com riscos igualmente relevantes: vieses algoritmicos,
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opacidade decisdria, invasdo de privacidade, desproporcionalidade na coleta de dados e
possibilidade de reconfiguragao dos critérios tradicionais de imputagao penal.

Verificou-se que o uso de ferramentas preditivas e técnicas de mineragao massiva de
dados, quando nao submetidos a controle judicial rigoroso, tende a deslocar o centro da decisao
penal do juizo normativo humano para estimativas estatisticas que ndo capturam a
complexidade da conduta humana nem os pressupostos dogmaticos do Direito Penal. Esse
deslocamento ameaca principios estruturantes do sistema penal democratico, como a
culpabilidade, a individualizacdo da pena e a dignidade humana.

Outra conclusdo relevante ¢ a identificagdo de lacunas normativas no ordenamento
juridico brasileiro. Enquanto outras jurisdigdes ja desenvolveram marcos éticos e regulatorios
especificos para IA no sistema de justica, o Brasil ainda carece de diretrizes consolidadas que
articulem critérios técnicos, parametros de qualidade, mecanismos de auditabilidade e
responsabilidades institucionais. Essa auséncia normativa acentua o risco de decisdes
desproporcionais, intransparentes e potencialmente discriminatorias.

Diante disso, a pesquisa confirma a necessidade de uma governanga algoritmica robusta
no contexto penal, baseada nos principios da legalidade, necessidade, proporcionalidade,
transparéncia, supervisio humana qualificada, validagdo cientifica e responsabilidade
institucional. Esses pilares ndo apenas garantem a compatibilidade entre inovagao tecnologica
e direitos fundamentais, como também preservam a legitimidade do sistema de justi¢a diante
da crescente automatizacao.

Conclui-se que a Inteligéncia Artificial pode desempenhar papel relevante no
aprimoramento da atividade jurisdicional, desde que concebida como instrumento auxiliar do
processo penal, e ndo como substituto da racionalidade humana ou das garantias
constitucionais. A ado¢dao de modelos de IA no sistema penal exige prudéncia, rigor técnico e
responsabilidade ética, sob pena de comprometer valores essenciais do Estado Democratico de

Direito.



25

REFERENCIAS

AGUIAR, Taina. Inteligéncia artificial aplicada ao Judiciario, desafios e potencialidades.
Revista de Informagdo Legislativa, Brasilia, v. 58, n. 231, p. 121-140, 2021.

ALMEIDA, Virgilio A. F.; DONEDA, Danilo; MONTEIRO, Marco; CARON, Renata.
Governanga algoritmica e os desafios do uso de inteligéncia artificial no setor publico. Relatério
Técnico — NIC.br/CGLbr, 2018. Disponivel em: https://cgi.br. Acesso em: 14 nov. 2025.

BARROSO, Luis Roberto. Curso de direito constitucional contempordneo. 6. ed. Sao Paulo,
Saraiva, 2019.

BELLE, Adriano Vottri; SOUZA, Ayleen Dywaine. Provas digitais no processo penal,
autenticidade, manipulagdo por inteligéncia artificial e desafios ao devido processo. Revista
Juridica Gralha Azul — TJPR, v. 1, n. 28, 2025.

BIONI, Bruno Ricardo. Protecdo de Dados Pessoais, a fun¢do e os limites do consentimento.
2. ed. Rio de Janeiro, Forense, 2021.

BIZELLI, Ivania. Inteligéncia artificial, sociedade e direito, desafios regulatorios no contexto
brasileiro. Sdo Paulo, Atlas, 2021.

BOTTINI, Pierpaolo; BADARO, Gustavo Henrique. Provas digitais e garantias

fundamentais, desafios contempordneos do processo penal. Sao Paulo, Revista dos Tribunais,
2021.

BRASIL. Constituicdo da Republica Federativa do Brasil de 1988. Brasilia, DF, Senado
Federal, 1988.

BRASIL. Lei n°® 13.709, de 14 de agosto de 2018. Lei Geral de Protegdo de Dados Pessoais —
LGPD. Diario Oficial da Unido, Brasilia, 2018.

BRASIL. Ministério da Ciéncia, Tecnologia e Inovacdes. Estratégia Brasileira de
Inteligéncia Artificial — EBIA. Brasilia, MCTI, 2021. Disponivel em: https://www.gov.br/mcti.
Acesso em: 14 nov. 2025.

CGLbr — Comité Gestor da Internet no Brasil. Relatorio, Inteligéncia Artificial e Etica no
Brasil. Sao Paulo, NIC.br, 2020.

CNJ — Conselho Nacional de Justica. Relatorio Justica 4.0, Inovagdo e Transformagdo
Digital no Poder Judiciario. Brasilia, 2020.

CONSELHO DA EUROPA. Guidelines on Artificial Intelligence and Data Protection.
Estrasburgo, Council of Europe, 2019. Disponivel em: https://www.coe.int/en/web/data-
protection/ai. Acesso em: 12 nov. 2025.

DE SOUSA, Susana Aires; et al. Um direito penal desafiado pelo desenvolvimento
tecnolodgico, alguns exemplos a partir das neurociéncias e da inteligéncia artificial. Revista da
Defensoria Publica da Unido, n. 14, p. 21-37, 2020.

DONEDA, Danilo. Da privacidade a prote¢io de dados pessoais. 3. ed. Rio de Janeiro,
Forense, 2019.


https://cgi.br/
https://www.gov.br/mcti
https://www.coe.int/en/web/data-protection/ai
https://www.coe.int/en/web/data-protection/ai

26

DONEDA, Danilo. Da privacidade a prote¢do de dados pessoais. Rio de Janeiro, Renovar,
2006.

DONEDA, Danilo; SCHERTEL MENDES, Laura; MONTEIRO, Marcelo. Tratamento de
dados pessoais ¢ a Administracdo Publica, LGPD, transparéncia e decisdo automatizada.
Revista de Direito Administrativo, v. 280, p. 81-110, 2020.

DONEDA, Danilo. Protecao de dados pessoais, a fungdo e os limites dos algoritmos no setor
publico. In: DONEDA, D.; ALMEIDA, V. (org.). Algoritmos e Direito. Rio de Janeiro, FGV
Direito Rio, 2022.

FERRAJOLL, Luigi. Direito e razdo, teoria do garantismo penal. 9. ed. Sdo Paulo, Revista
dos Tribunais, 2019.

FIDALGO, Carolina. Provas digitais e algoritmos na justica criminal, riscos, garantias e
limites eticos. Lisboa, Universidade Nova de Lisboa, 2022.

FIDALGO, Sénia. A utiliza¢do de inteligéncia artificial na obten¢do de prova digital em
processo penal. Inteligéncia Artificial, Desafios Societais e a Investiga¢do em Direito, n. 4, p.
7-8,2022.

FIGUEIREDO, Fernanda Cristina Muniz de Pires de; BRASIL, Katia Maria Abude.
Admissibilidade das provas e atuacdo do julgador a partir do uso da inteligéncia artificial, uma
analise critica no processo penal frente aos principios e direitos fundamentais. 2025.

ITS-Rio — Instituto de Tecnologia e Sociedade do Rio de Janeiro. Diretrizes para uso ético
de I4 no setor publico. Rio de Janeiro, 2020.

KRUM, Ana Paula Ribas. Admissibilidade da prova gerada por inteligéncia artificial. 2025.
Tese (Doutorado).

LEMOS, Ronaldo; SOUZA, Carlos Affonso. Inteligéncia Artificial, Direito e Democracia.
Rio de Janeiro, FGV Direito Rio, 2018.

MAGALHAES, Gabriele. Responsabilidade algoritmica e fundamentos juridicos da IA no
Brasil. Revista de Direito, Tecnologia e Inovagado, Belo Horizonte, v. 2, n. 1, p. 45-67, 2020.

MARINHO, Marianna Rezende de Lucena. 4 (i)licitude das provas geradas por inteligéncia
artificial em compliance criminal no processo penal, blockchain como possivel solugdo. 2025.
Tese (Doutorado).

MENDES, Laura Schertel. Privacidade, prote¢do de dados e defesa do consumidor no Brasil.
2. ed. Sao Paulo, Thomson Reuters Brasil, 2020.

OCDE - Organizacio para a Cooperacio e Desenvolvimento Econoémico. OECD
Principles on Artificial Intelligence. Paris, OECD Publishing, 2021. Disponivel em:
https://oecd.ai/en/ai-principles. Acesso em: 12 nov. 2025.

PIMENTA, Raquel de Mattos. Transparéncia algoritmica e devido processo legal no Brasil.
Revista Brasileira de Politicas Publicas, Brasilia, v. 11, n. 2, p. 89-108, 2021.


https://oecd.ai/en/ai-principles

27

SANTOS, Hugo Luz dos. Processo penal e inteligéncia artificial, rumo a um direito
(processual) penal da seguranca maxima? Revista Brasileira de Direito Processual Penal, v. 8,
n. 2, p. 767-821, 2022.

SCHERTEL MENDES, Laura; DONEDA, Danilo. O direito fundamental a protecdo de
dados pessoais. Revista Brasileira de Direito Civil,v. 22, p. 89—118, 2019.

SOUSA, José Manuel Aires de. Inteligéncia artificial, justica e prova digital, desafios a ética
e ao processo penal. Coimbra, Almedina, 2020.

SOUZA, Renato Rocha; PUGLIESI, Monica; LAENDER, Alberto H. F. Avalia¢ao de
sistemas algoritmicos, critérios de confiabilidade, vieses e validacdo cientifica. Relatorio
Técnico do C4AI/USP, Sao Paulo, 2021.

VALENTE, Francisco; JANUARIO, André. Algoritmos e devido processo legal, ética,
transparéncia e supervisdo humana no sistema de justica. Brasilia, Instituto Brasileiro de
Ciéncias Juridicas, 2024.

VALENTE, Victor Augusto Estevam; JANUARIO, Tiilio Felippe Xavier. Os poligrafos
baseados em inteligéncia artificial no processo penal, uma analise a luz do Al Act e dos
necessarios standards judiciais de cientificidade. In: Inteligéncia Artificial e Manutengdo da
Ordem Publica, impacto da proposta de Regulamento da IA no direito portugués., p. 189-203,
2024.

VIEIRA, Igor Aurélio; GUIMARAES, Thyrciane Paulo; GARCIA, Williana Pereira. O
uso da inteligéncia artificial no processo penal e suas implicacdes éticas e juridicas. REDES —
Revista Educacional da Sucesso, v. 4, n. 1, p. 215-236, 2024.

WIMMER, Miriam. Regulagdo, prote¢do de dados e governanga digital. Brasilia, Escola
Nacional de Administragao Publica, 2020.

ZAFFARONI, Eugenio Raul. Manual de Direito Penal Brasileiro, parte geral. 7. ed. Sdo
Paulo, Revista dos Tribunais, 2013.



28

ANEXO A - DECLARACAO DE APROVACAO DE PLAGIO

Biblioteca

unifaema Jalio Bordignon
RELATORIO DE VERIFICA(;[\O DE PLAGIO

DISCENTE: Gustavo Pereira De Albuquerque
CURSO: Direito
DATA DE ANALISE: 28.11.2025

RESULTADO DA ANALISE

Estatisticas

Suspeitas na Internet: 4,56%
Percentual do texto com expressdes localizadas na internet A

Suspeitas confirmadas: 2,4%
Confirmada existéncia dos trechos suspeitos nos enderegos encontrados A

Texto analisado: 94,2%
Percentual do texto efetivamente analisado (frases curtas, caracteres especiais, texto
qguebrado ndo sdo analisados).

Sucesso da analise: 100%
Percentual das pesquisas com sucesso, indica a qualidade da anélise, quanto maior,
meihor.
Analisado por Plagius - Detector de Plagio 2.9.6
sexta-feira, 28 de novembro de 2025

PARECER FINAL

Declaro para devidos fins, que o trabalho do discente GUSTAVO PEREIRA DE
ALBUQUERQUE n. de matricula 41364, do curso de Direito, foi aprovado na
verificagao de plagio, com porcentagem conferida em 4,56%. Devendo o aluno realizar

as correcdes necessarias.

) Assinado digitalmente por: POLIANE DE AZEVEDO
\.jl O tempo: 28-11-2025 16:02:54,
g CA do emissor do certificado: UNIFAEMA
CA raiz do certificado: UNIFAEMA

unifaema

POLIANE DE AZEVEDO
Bibliotecaria CRB 1161/11
Biblioteca Central Julio Bordignon
Centro Universitario Faema — UNIFAEMA



	54e4881253883de6fbf271e18a95ef920dcd0163351c596c2add4129c5bbc23b.pdf
	ea6be331bffab7158ac4c41547dd71ff7436c7f5db54855ce8da65292d6381bc.pdf
	54e4881253883de6fbf271e18a95ef920dcd0163351c596c2add4129c5bbc23b.pdf

